**Лабораторна робота №5**

**Тема:** Протокол Е-голосування з розділенням комісії на незалежні частини

**Мета:** Дослідити протокол Е-голосування з розділенням комісії на незалежні частини

**Теоретичні відомості:**

Розглядаючи попередні протоколи з участю виборчих комісій, можна було помітити, що зберігалася одна тенденція – організатори виборів могли впливати на їх результати підміняючи бюлетені виборців. Звичайно в деяких протоколах передбачена перевірка свого голосу виборцем, але у випадку порушення протоколу зі сторони ВК (бюлетень був замінений на інший), виборець нічого доказати не зможе.

Вирішити цю проблему можна розділивши бюлетень на частини, які до того ж будуть отримувати різні незалежні ВК. Завдяки цьому жодна з ВК не будуть знати за якого виборця відданий голос в бюлетені навіть, якщо їм вдасться розшифрувати бюлетень до кінця голосування. Даний протокол організації Е-голосування не вирішує проблему змови між ВК, але принаймні ускладнює підміну голосу, оскільки одна ВК може хотіти підробити результати, а друга може на це не погодитися і не надасть їм другу частину бюлетенів.

Звісно в такому випадку ця ВК може спробувати навмання підробити бюлетені, якщо їй вдасться розшифрувати свою частину Е-бюлетенів та проаналізує їх. Але їх аналіз може допомогти лише, якщо в процесі бере участь шифрування, яке є гомоморфним по множенню. Якщо ж шифр гомоморфний по додаванню, то аналіз цій ВК ніяк не допоможе, оскільки варіантів розділення бюлетеня буде надто багато.

Окрім цього це швидше за все призведе до великої кількості помилок під час підрахунку голосів. Оскільки перед підрахунком голосів всі ВК публікують частинки бюлетенів, то виборець може перевірити чи правильно зафіксувала його голос кожна з ВК. Поєднання помилкових бюлетенів (таких, які не підходять під жодног­­­о кандидата) та скарг від виборців на одну з ВК може призвести до викриття шахраювання. Однак, якщо всі ВК погодяться на змову, то шахраювання буде виконане без помилок.

Розглянемо протокол Е-голосування з розділенням комісії на незалежні частини (склад організаторів зіставляє 3 незалежних органи: дві виборчі комісії, які отримують частинки бюлетенів – ВК-1 та ВК-2, та центральна виборча комісія, яка підводить підсумки - ЦВК):

* ЦВК формує список виборців та кандидатів, кандидатам надає ІД номери, за допомогою яких буде проходити голосування. Виборцям також надає ІД номери.
* Кожен виборець обирає свого кандидата, розділяє його ІД номер на довільні множники. Створює 2 бюлетеня, які складаються з різних множників.
* Виборець шифрує обидва бюлетеня відкритим ключем ЦВК, додає до повідомлення свій ІД номер, підписує та надсилає ці повідомлення різним ВК (ВК-1 та ВК-2).
* Обидві ВК перевіряють підписи. Після чого перевіряє чи надходили їй повідомлення з таким ІД номером. Робить відповідну відмітку, що повідомлення від даного виборця отримані. Зберігає ІД номер виборця та зашифровану частину бюлетеня.
* Після надходження всіх бюлетенів, ВК-1 та ВК-2 публікують всі ІД номери та відповідні їм зашифровані частини бюлетенів.
* ЦВК збирає опубліковані дані (ІД виборця та 2 частини бюлетеня), з’єднує обидві частини бюлетеня та розшифровує отриманий шифротекст своїм закритим ключем. Після чого оголошує результати голосування та публікує ІД виборців та відповідні їм бюлетені, щоб виборці могли впевнитися, що на другому етапі також не відбулося шахраювання з боку ЦВК.

Різни шифри можуть бути гомоморфними за різними математичними операціями. В даному випадку розглядається шифр з гомоморфністю по множенню. Тобто це дозволяє нам виконувати математичні операції над шифротекстом, що дозволяє перетворити один шифротекст в інший не розшифровуючи його. У випадку голосування це дозволяє розбивати бюлетені на частини, шифрувати їх, а потім з’єднувати в зашифрованому вигляді. Шифротекст такого з’єднаного бюлетеня може відрізнятися від того, якби ми зашифрували цілий бюлетень, але після розшифрування ми отримаємо однаковий відкритий текст.

RSA – криптографічний алгоритм з відкритим ключем, заснований на складності обрахування задачі факторизації великих чисел. Даний алгоритм може застосовуватися як для шифрування, так і для цифрового підпису. Він є гомоморфним по множенню.

Процедура генерації ключів:

* Обираємо прості числа *p* та *q*.
* Обраховуємо модуль: ![](data:image/x-wmf;base64,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)
* Обраховуємо функцію Ейлера: ![](data:image/x-wmf;base64,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)
* Обираємо число *d*, яке має бути взаємно простим з *m*.
* Обираємо число *e* так, щоб ![](data:image/x-wmf;base64,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) дорівнював 1.
* Числа *e* та *d* є ключами RSA.
* Пара ключів *(e, n)* – відкритий ключ, *(d, n)* – закритий ключ.

Для того, щоб зашифрувати повідомлення, його спочатку потрібно представити у числовому вигляді так, щоб ![](data:image/x-wmf;base64,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). Потім обчислюється зашифрований текст *с*, використовуючи відкритий ключ, за допомогою рівняння:

![](data:image/x-wmf;base64,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)

Для розшифрування повідомлення використовується закритий ключ та формула:

![](data:image/x-wmf;base64,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)

Розглянемо приклад шифрування ІД номера 24 та всі варіанти розділення даного ІД на множники, щоб підтвердити гомоморфність по множенню даного шифру. Відкритий ключ у даному прикладі – (7, 33), а закритий ключ – (3, 33).

Розглянемо шифрування та дешифрування числа 24 та пар: 1 та 24, 2 та 12, 3 та 8, 4 та 6. Таким чином ми маємо 4 варіанти розділення даного бюлетеня на частини. Для зручності результати всіх операцій занесені до таблиці.

|  |  |  |  |
| --- | --- | --- | --- |
| Значення | Шифрування | Множення | Дешифрування |
| 24 |  | - |  |
| 1 та 24 |  |  |  |
|  |
| 2 та 12 |  |  |  |
|  |
| 3 та 8 |  |  |  |
|  |
| 4 та 6 |  |  |  |
|  |

Чим більше однакових множників фігурує в різних ІД номерах – тим ефективніше буде використання гомоморфного шифру по множенню. Наприклад, якщо найбільший ІД номер в нас 24 і виборець вирішить розділити бюлетень на 1 та 24, то ВК, яка отримає бюлетень з 24 чітко буде розуміти за якого кандидата відданий голос у даному бюлетені. В ідеалі кожному множнику повинно відповідати принаймні два кандидата. Ще більш ефективним способом організації Е-голосування з розділенням бюлетенів є використання шифрування з гомоморфністю по додаванню, що значно збільшить варіативність розділення бюлетенів.

DSA – криптографічний алгоритм з використанням закритого ключа для створення електронного підпису, але не для шифрування, що відрізняє його від алгоритмів RSA та Ель-Гамаля. Підпис створюється секретно закритим ключем, але може бути публічно перевірена відкритим ключем. Алгоритм заснований на важкості обрахунку логарифмів в кінцевих полях.

Для побудови цифрового підпису потрібно виконати наступні кроки:

* Обираємо криптографічну хеш-функцію *H(x)*
* Обираємо просте число *q*, розмірність в бітах *N* якого співпадає з розмірністю в бітах значень хеш-функції *H(x)*
* Обираємо просте число *p*, так, щоб значення *(p-1)* ділилося на *q*. Бітною довжиною числа *p* вважається число *L*
* Обираємо число g (так щоб g*≠1*), таке щоб ![](data:image/x-wmf;base64,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), де *h* це деяке випадкове число (![](data:image/x-wmf;base64,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)).

Ключами вважаються значення:

* Секретний ключ ![](data:image/x-wmf;base64,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)
* Відкритий ключ ![](data:image/x-wmf;base64,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)

Відкритими параметрами алгоритму вважаються значення *p, q, g, y*. Закритими параметрами лише число *х*. Значення *p, q, g* можуть бути спільними для групи користувачів і лише числа *x* та *y* являються ключами конкретного користувача. Для підпису повідомлення використовуються секретні числа *x* та *k*, де число *k* повинно бути обране випадковим чином для кожного повідомлення.

Для підпису повідомлення:

* Обираємо випадкове число ![](data:image/x-wmf;base64,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)
* Обраховуємо ![](data:image/x-wmf;base64,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), якщо *r* рівне нулю, то обираємо інше *k*
* Обраховуємо ![](data:image/x-wmf;base64,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). Якщо *s=0*, то обираємо інше *k*
* Підписом вважається пара *(r, s)* загальною довжиною *2N*

Для перевірки підпису виконуються наступні дії:

* Обраховуємо ![](data:image/x-wmf;base64,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)
* Обраховуємо ![](data:image/x-wmf;base64,183GmgAAAAAAAIANIAIACQAAAACxUQEACQAAA2oBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCIAKADRIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9ADQAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///9jsGQC+IKp2QAAAAAQAAAAtAQAACAAAADIKgAGFDAEAAABxeQgAAAAyCoAB9AcBAAAAd3kIAAAAMgqAAX4FAQAAAG15CAAAADIKgAGqAwEAAABIeQgAAAAyCoABLgABAAAAdXkcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///9jsGQC+IKp2QAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgqAAaQJAwAAAG1vZGUIAAAAMgqAAfAIAQAAAClvCAAAADIKgAGYBgEAAAApbwgAAAAyCoAB9AQBAAAAKG8IAAAAMgqAARQDAQAAAChvHAAAAPsCIP8AAAAAAACQAQAAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7////Y7BkAviCqdkAAAAAEAAAALQEAAAQAAADwAQEACAAAADIK4AHsAAEAAAAxbxwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbADYAAAKAEgHXQD+////2OwZAL4gqnZAAAAABAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABUgcBAAAA128IAAAAMgqAAeIBAQAAAD1vCgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAzAECAiJTeXN0ZW0AZ3EFigAAAAoArw9mZ68PZmdxBYoAaO4ZAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)
* Обраховуємо ![](data:image/x-wmf;base64,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)
* Обраховуємо ![](data:image/x-wmf;base64,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)
* Підпис вважається вірним, якщо *v=r*

**Завдання:**

Змоделювати протокол Е-голосування з розділенням комісії на незалежні частини будь-якою мовою програмування. Для кодування повідомлень використовувати метод RSA, для реалізації ЕЦП використовувати алгоритм DSA.

Умови: В процесі голосування повинні приймати участь не менше 2 кандидатів та не менше 8 виборців. Повинні бути реалізовані сценарії поведінки на випадок порушення протоколу (виборець не проголосував, проголосував неправильно, виборець не має права голосувати, виборець хоче проголосувати повторно, виборець хоче проголосувати замість іншого виборця та інші).

На основі змодельованого протоколу провести його дослідження:

1. Перевірити чи можуть голосувати ті, хто не має на це права.
2. Перевірити чи може виборець голосувати кілька разів.
3. Чи може хтось (інший виборець, ВК, стороння людина) дізнатися за кого проголосували інші виборці?
4. Перевірити чи може інший виборець чи стороння людина проголосувати замість іншого зареєстрованого виборця.
5. Чи може хтось (інший виборець, ВК, стороння людина) таємно змінити голос в бюлетені?
6. Чи може виборець перевірити, що його голос врахований при підведенні кінцевих результатів?

**Контрольні запитання:**

1. Опишіть алгоритм Е-протоколу з розділенням комісії на незалежні частини.
2. Які переваги та недоліки (порівняно з мінімальним протоколом та ідеальним) має алгоритм Е-протоколу з розділенням комісії на незалежні частини?
3. Які способи шахрайства можуть виникнути у алгоритмі Е-голосування з розділенням комісії на незалежні частини?
4. Опишіть алгоритм ЕЦП DSA.
5. Що являє собою явище гомоморфності в шифруванні? Яку роль грає гомоморфність шифрування в алгоритмах Е-голосування?
6. Опишіть алгоритм шифрування RSA. Чи є даний шифр гомоморфним?
7. Як можна вдосконалити наведений в теоретичних відомостях алгоритм Е-голосування з розділенням комісії на незалежні частини?
8. Що є основною перевагою даного протоколу Е-голосування порівняно із протоколами Е-голосування з посередниками (ВК, ЦВК, БР та ін.), що були розглянуті в попередніх лабораторних роботах? Чому?
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